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 Сейчас дети проводят большую часть времени в виртуальном 

мире, пользуясь смартфонами, планшетами и компьютерами. 
Интернет открывает огромные возможности для саморазвития, 

учебы и развлечений, однако он таит в себе и опасности. Эта 
среда полна рисков и потенциальных угроз, которые сложно 
игнорировать. 

 Позаботится о безопасности детей задача родителей -пусть 
дети открывают только подходящие по возрасту сайты 

и приложения учатся грамотно распределять время между играми 
и учёбой не пропадают из вашего поля зрения.  
 

Что важно знать детям и родителям? 

 Первое правило безопасного пребывания в интернете- не 

делись личной информацией с незнакомыми людьми.  

Ребенок должен осознавать, что нельзя раскрывать адрес 
проживания, номера телефонов, банковские реквизиты или 

секретные коды, полученные в СМС. Злоумышленники способны 
получить доступ к личным фотографиям, документам и даже 

банковской информации, если ребенок не соблюдает базовые 
принципы поведения в Сети. 

 Второе правило касается перехода по ссылкам и скачивания 

файлов. Лучше избегать нажатия на рекламные баннеры и 
сторонние кнопки, которые обещают бесплатные подарки или 

бонусы. Часто они ведут на зараженные вирусами сайты или 
служат средством для хищения данных. Мошенники научились 
создавать фальшивые аккаунты и предлагать якобы выгодные 

покупки или выигрыши, используя детские доверчивость и 
любопытство. 

 Третье правило — проявлять осмотрительность при общении 

с новыми друзьями в соцсетях и мессенджерах. Важно 
помнить, что внешность собеседника может быть ложью, а 

намерения — скрывать угрозу. Особенно опасно  
соглашаться на встречи в реальной жизни с человеком, которого 

знаешь лишь виртуально. 
 Четвертое правило — устанавливать сложные пароли и 

периодически их менять. Даже самые сильные пароли теряют 

надежность спустя некоторое время, поэтому лучше 
практиковать регулярную смену. 

 

 

Эти базовые принципы помогут ребенку почувствовать себя 

уверенно и спокойно в виртуальном пространстве. 

Родителям !!! 

Зарегистрируйтесь   во всех соцсетях, где есть ваш ребёнок. 
Добавьте его в друзья и просматривайте посты, друзей 
и сообщества, в которых он состоит. Играйте с ребёнком в его 

любимые игры. Он будет охотнее делиться подробностями своей 
онлайн-жизни и прислушиваться к вашим советам 

Вот несколько потенциально опасных для детей 

приложений  

Tik Tok очень популярен среди детей и подростков, позволяет 

пользователям создавать, публиковать и просматривать короткие 
музыкальные клипы, его еще называют «караоке цифровой 

эпохи». В приложение поощряет активность, и многие 
пользователи желают продемонстрировать свои таланты, в 
результате чего мошенники с помощью лести и комплиментов 

могут легко выйти на контакт с подростками. 
Omegle– это бесплатный чат, позволяющий общаться с другими 

пользователями без регистрации. Дети могут общаться с 
незнакомцами любого возраста. Основные опасения связаны с 
возможностью кибербуллинга и онлайн-ухаживания. Чтобы 

обезопасить детей, объяснить детям кто и как может использовать 
такие сайты с преступными намерениями. 

Snapchat – это приложение, позволяющее пользователям 
отправлять фотографии и видео, которые исчезают после 
получения. Многие считают, что изображения в Snapchat нельзя 

сохранять и распространять, поэтому спокойно обмениваются 
фотографиями, чего не сделали бы в противном случае. Однако 

пользователи могут сделать снимок экрана до того, как 
изображение исчезнет в приложении. 
Instagram популярность приложения вероятно, выше, чем у 

других приложений для обмена фотографиями. Пользователи 
размещают в ленте фотографии, которые можно редактировать с 

помощью фильтров, и истории, доступные в течение 24 часов. 
Некоторые пишут в Instagram грубые или неприятные 
комментарии. Это называется «троллинг» и часто осуществляется 

анонимно. 
Нельзя полностью оградить ребёнка от цифрового мира, да в этом 

и нет смысла. Важно помочь ему осознанно пользоваться 
интернетом — распознавать угрозы и реагировать на них. 

https://www.buzzfeednews.com/article/ryanhatesthis/tiktok-has-a-predator-problem-young-women-are-fighting-back

